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Abstract of the contribution: This paper proposes an interim conclusion for the key issue#3.
1. Proposal

It is proposed to accept the change to 23.700-32.

>>>> Start of Change <<<<
8.X
Key Issue #3: Exposure of User Identity Profile Information
The following bullet is the interim conclusion for KI#3:

-
User Profile information and functionality is exposed via NEF APIs.

-
The following user profile related information may be exposed via NEF API:

-
whether a user identity is currently active with a subscription

-
Link information between User identifier and Subscription, e.g. Which Subscriptions a User identifier is connected to. Which User identifiers are connected to a Subscriptions;


-
Authorization/authentication results;
Editor's note:
The information can be exposed is FFS.

NOTE: 
What user profile content can be exposed should be checked with SA WG3 (e.g. for privacy purposes).
-
Any of User Profile information and functionality exposure need user consent.

>>>> End of Change <<<<
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